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Purpose 
To outline the responsibilities of ARs in reference to AUSTRAC’s legislated requirements. 

 

Scope 
What is needed to ID a client?  (incl. non-conventional means) 

What needs to be recorded on the client file? 

When must a client be Identified 

AML CTF ‘attestation’ 

Certification documentation and Adviser Resource Centre 

What is Suspicious Matter Reporting (SMR)? 

What is the SMR process? 

What is Reasonable Enquiry? 

Wet Signatures 

Digital Signatures 

Certifying Documents 

 

 



Policy 
AML/CTF Reporting Entity 

An entity that provides any designated financial service listed under section 6 of the AML/CTF Act must meet 

reporting obligations under the AML/CTF Act.  

InterPrac is the reporting entity and the ONLY designated person to create reports is InterPrac’s National 

Compliance Manager 

 

Regulator - AUSTRAC 

Australian Transaction Report & Analysis Centre (AUSTRAC) is the financial intelligence agency that enforces 

anti-money laundering & counter-terrorism financing regulations and monitors compliance with ongoing 

obligations for reporting and risk assessment. 
 

Responsibilities of Authorised Representatives 

For Authorised Representatives, the two major responsibilities that arise are: 

- Initial:   Identifying clients in accordance with AUSTRAC requirements 

- Ongoing:  Suspicious Matter Reporting (SMR) 

 

1. Initial (one-off) Identifying a Client 
InterPrac requires that, at the outset of the advice relationship, an AR obtain reasonable proofs of client 

identity.  

 

These proofs will typically be: 

- Photo ID (licence – both sides- or passport) 

- Completion of the appropriate AML/CTF certificate(s)  

 

If originals of photo ID are not supplied by clients, certified copies are required.  Photo ID must be 

unambiguously clear and readable.  

 

A document cannot be certified if it is only sighted remotely eg. birth certificate, driver’s licence, passport. 

 

Alternative ID exhibits are listed in the screenshot “AUSTRAC Certificates …”  (see below) 

 

Some Product Providers will require AML/CTF documentation before providing a service. However, even if 

this isn’t the client’s situation, the ID process must be undertaken in full. 

Identification exhibits & certificates must be stored on the client file. 

 

It is best practice that Insurance Only clients follow this ID process and InterPrac mandates this. 

 

The ‘100 points’ requirement applicable to many banks and other agencies is NOT mandated by InterPrac for 

AML/CTF purposes. 

 

Non-Conventional Identification of a Client 

If a client doesn’t have conventional ID (living in remote circumstances, affected by natural disasters, 

homelessness, pandemic, say) AUSTRAC allows an alternative ID that is ‘reliable & independent’. 

Also, see ‘Associated Documentation’ section (below). 
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AML Certification 

Completion of the AML/CTF certificate is a one-off requirement initiated at the outset of the client 

relationship. It must precede advice Implementation. 

AUSTRAC Certificates may be obtained directly from AUSTRAC or from the Adviser Resource Centre. 

 

 

More than one certificate may be relevant eg. SMSF advice and/or advice Implementation involving clients in 

their capacities as both Individuals and Trustees.  

In that case, both ‘Individual’ & ‘Regulated Trust’ certificates would need to be completed at a minimum. 

AUSTRAC’s detailed guidance “AML Guidance” is provided on the Adviser Resource Centre: 

 

Certificate ‘Attestation’ 

AML Certificates contain an attestation that only the AR must complete.  By completing this attestation, the AR 

acknowledges his/her responsibilities under the AUSTRAC legislation. 

 

 

Alternative ID Exhibits 

Certificates contain a list of acceptable ID alternatives. 
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2. (Ongoing) Suspicious Matter Reporting 
Suspicious Matter Reporting is an ongoing responsibility for ARs throughout the client relationship. 

‘Red Flags’ (see below) are NOT automatic proof of a suspicious matter. Instead, they are meant to prompt ARs 

to make reasonable enquiries. 

 

 

 

AUSTRAC’s ‘Red Flags’ poster is provided separately on the Adviser Resource Centre: 

Also, see ‘APPENDIX’ (below). 

Licensee’s guiding principles: 

- Is the matter, or transaction, a ‘red flag’? 

- If ‘No’, no further action. 

- If ‘Yes’, but the circumstances are fully known to the AR, and are benign, then this isn’t a suspicious 

matter to be reported 

- If ‘Yes’, but the circumstances are either unknown or insufficiently clear, then this is a suspicious 

matter that must be subject to reasonable enquiry. 

If, after this enquiry, no clear evidence clarifies/discounts the suspicion, then it must be reported 

ALL reporting is directed to InterPrac’s National Compliance Manager. 

Note: It is because an AR is uncertain or unsure whether there’s any substance behind a ‘red flag’ that it 

constitutes suspicion. 

If an AR definitely knew the ‘red flag’ was an act of money laundering or terrorism finance, then it wouldn’t 

qualify as ‘suspicious’; it would be fact  - a Compliance breach. 

However, such ‘fact’ (Compliance Breach) also needs to be reported to the National Compliance Manager. 

Refer: “Business Principles _ Breach & Incident Reporting” on the Adviser Resource centre  

 

Reasonable Enquiry 

AUSTRAC effectively says that a ‘reasonableness test’ is met if the AR has no reason to know, from the 

information collected, whether that client presents themselves truthfully or accurately. 

It still leaves a grey area regarding how much enquiry must be undertaken by an AR. However, practically, this 

can be clarified when matters are reported to the National Compliance Manager. 
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Consequences 
Failure to comply with these requirements may result in: 

▪ Failure to meet AUSTRAC requirements with regulatory penalties 

▪ Revocation of Licensee Authorisation 

▪ Licensee imposed remedial activities 

Client Signatures 
Wet signatures, as available, are preferred. 

If a process allows, digital signatures are acceptable but the issued certificate that links/verifies the signature 

to the client must be on file. 

When Deeds are to be signed, InterPrac requires wet signatures only. 

 

Associated Documentation 

Found of the Adviser Resource Centre website: 

▪ AUSTRAC’s AML/CTF guidance and proformas 

▪ “Business Principles _ Breach & Incident Reporting”  

Also: 

▪ https://www.austrac.gov.au/business/how-comply-and-report-guidance-and-resources/customer-

identification-and-verification/identifying-customers-who-dont-have-conventional-forms-id 

 

▪ https://www.austrac.gov.au/business/how-comply-and-report-guidance-and-resources/customer-

identification-and-verification/kyc-requirements-covid-19 

 

▪ https://www.justice.vic.gov.au/certifiedcopies 
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APPENDIX 

 


